Detecting Consumer IoT Devices Through the Lens of an ISP
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ABSTRACT

Internet of Things (IoT) devices are becoming increasingly popular and offer a wide range of services and functionality to their users. However, there are significant privacy and security risks associated with these devices. IoT devices can infringe users’ privacy by ex-filtrating their private information to third parties, often without their knowledge.

In this work we investigate the possibility to identify IoT devices and their location in an Internet Service Provider’s network. By analyzing data from a large Internet Service Provider (ISP), we show that it is possible to recognize specific IoT devices, their vendors, and sometimes even their specific model, and to infer their location in the network. This is possible even with sparsely sampled flow data that are often the only datasets readily available at an ISP. We evaluate our proposed methodology [1] to infer IoT devices at subscriber lines of a large ISP. Given ground truth information on IoT devices location and models, we were able to detect more than 77% of the studied IoT devices from sampled flow data in the wild.

1 OUR APPROACH

The number of IoT devices is expected to grow exponentially in the next years [2]. IoT devices typically rely on cloud infrastructures to offer their services. While doing so, they may expose information, including their destinations [3]. Internet Service Providers (ISPs) are developing strategies for dealing with the large-scale coordinated attacks from these devices. Identifying IoT devices in the network is useful to block attacks, isolate vulnerable devices, and inform their users [4]. On the other hand, due to the presence of several middleboxes, and traffic sampling at ISPs, it is challenging to identify and isolate the misbehaving devices among millions of connected IoT devices at subscribers premise [5].

Proposed solutions, either rely on DNS data [6] that raise privacy concerns, or on in-situ scans by anti-virus software that are not scalable [7]. In this paper we describe a methodology for detecting the presence of IoT devices at subscriber lines at scale, using sparsely sampled flow captures (i.e., NetFlow [8]). We set up two testbeds consisting of 56 different IoT products from 40 manufacturers across six different categories to tackle this challenge. We first identify backend infrastructures for many IoT devices, using DNS queries, web certificates, and banners. We then use the traffic signatures to identify broadband subscriber lines using IoT devices. We apply our methodology to a large residential ISP in Europe.

Results show that IoT devices typically use internet back-end infrastructures to offer their services and it is possible
to identify IoT devices even if the device is not actively used. Using our methodology, we recognized that 20% of 15 million subscriber lines used at least one of the IoT products we analyzed. We were able to detect the presence of devices from 77% of our target devices within hours, sometimes minutes.

2 GENERATING IOT SIGNATURES

In order to identify IoT devices, we first use controlled experiments, where we tunnel the traffic of two IoT testbeds to an ISP. This generates ground truth IoT traffic within the ISP. We identify IoT devices signatures using DNS queries, IP addresses and port numbers. We then apply the signatures to the flows captured from the ISP.

The circular bar plot in Figure 1 depicts the average number of packets/hour per domain for 13 devices when they are in their idle state. We observe that most devices are supported by their own set of domains and for many IoT devices, this is a small set containing less than 10 domains. We classify those as Laconic devices. Other devices gossip and communicate with more than ten domains, we name these Gossiping devices. However, not all of these domains can be used to generate signatures. We filter out generic domains, i.e., domains that are not primarily used by IoT devices and can be contacted by a wide range of users and humans, e.g., wikipedia.com or domains that belong to Content Delivery Networks (CDNs) or shared infrastructure. Considering that an IP address belonging to a shared infrastructure may serve many domains, we use passive DNS dataset [9], similar to the methodology in [10], to identify the domains and, consequently, IP addresses that belong to the shared infrastructure.

3 DEVICES IN-THE-WILD

We apply our methodology on NetFlow data from a large European ISP. The ISP has over 15 million subscribers and does not deploy carrier-grade NAT. We focus on the two weeks of data from November 15-28, 2019. Using our ground truth dataset we first check how long it takes for our methodology to detect the presence of the IoT devices we test. On average, by requiring the evidence of at least 40% of domains, we are able to detect 72/93/96% of IoT devices that are detectable at manufacturer or product level within 1/24/72 hours in the active mode. Even in idle mode their the percentage is 40/73/76% with 1/24/72 hours.

Figure 2 shows the number of ISP subscriber lines for which we inferred IoT-related traffic. Even though multiple IoT devices can reside at an ISP subscriber, we count each subscriber only once. The figure shows the daily IoT-related activities of subscriber lines. Alexa Enabled device is any device that responds to Alexa Voice Service commands. For roughly 20% of subscriber lines, we detected activity from at least one of the devices in our testbed. Our results show activity related to Alexa Enabled devices for roughly 14% of the subscriber lines.

4 FUTURE WORK

To foster further research in this area, we make all the signatures available at https://moniotr.labs.ccis.neu.edu/imc20/.

After detecting the presence of IoT devices our next step is to identify the non-essential traffic generated by them, at subscriber lines at scale. We will define general rules for blocking unnecessary destinations in smart home environments [11], in a manner similar to ad blockers in browsers. The goal of our methodology is to monitor non-essential traffic trends over time and detect any common non-required destinations among different IoT devices even in large residential ISPs.
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